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Abstract

The exploitation of memory corruption vulnerabilities in popular software is among the leading causes of full system compromise and malware infection. At the same time, the leakage of sensitive data through the exploitation of memory disclosure vulnerabilities is becoming an increasingly important threat. To make matters worse, the threat of data leakage has been exacerbated by the recent spate of transient execution attacks, which can leak otherwise inaccessible process data through residual microarchitectural side effects. In this talk I will present our work on software specialization, the goal of which is to restrict the operations an attacker can perform as part of vulnerability exploitation, and on selective data protection, which prevents data leakage attacks by protecting sensitive user data in memory.
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