Abstract

The web plays a pivotal role in many facets of everyday life, and ensuring that user accounts and the sensitive data found therein are protected is of paramount importance. However, designing robust and effective defenses often requires security researchers to assume the role of an attacker and proactively identify vulnerabilities and design flaws. In this talk I will first present a short overview of our recent work on developing novel and practical attacks that target the major software components of the web ecosystem: browsers and web and mobile applications. Subsequently, I will focus on our upcoming work that presents the first comprehensive and in-depth exploration of the security implications of real-world systems incorporating browser fingerprinting techniques into their authentication workflow. In our work we demonstrate how attackers can replicate users’ fingerprints on different devices to deceive the risk-based authentication systems of high-value web services (e.g., e-banking, cryptocurrency trading) to completely bypass two-factor authentication.
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